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Data Management Plan
This template must be used for all requests for data for research purposes. This document should be reviewed regularly, and updates indicated using tracked changes. Changes must be approved by both the Department of Health HREC and Research Governance Office via an amendment. The Research Governance Procedure document (Section 16) will assist in the completion of this plan.
Please note: For projects where data is stored on a Secure Unified Research Environment (SURE), only one data management plan is required.
	

	1. PROJECT TITLE

	


	

	2. SITE

	Please record details of the site(s) to which this data management plan applies:

	


	

	3.  PROTECTING PRIVACY

	Describe all measures to protect privacy.

	


	

	4. SECURITY PLAN

	Provide a detailed security plan for the information provided by Department of Health or collected as a result of the Department of Health’s actions. Your security plan will be assessed against the Research Governance Procedure (Section 16).
Security requirements must be addressed for every site where Department of Health data will be stored and/or analysed. 

Please note that you must complete a separate data management plan for each location where data will be stored and/or analysed. 

	4.1 Technological Security 

	

	4.2 Physical Security 

	

	4.3 Transport 
Note that Department of Health will send and receive data via a secure online data transfer system called MyFT.

	

	4.4 Nominated data recipient/s (please note that one recipient per location is preferred)

	Name: 
	

	Organisation: 
	

	Email:
	

	Mobile Phone: 
	

	4.5 Alternative data recipient (please record details for an alternative contact person in the event of personnel changes to your project)

	Name: 
	

	Organisation: 
	

	Email:
	

	Mobile Phone (required for two -factor authentication): 
	


	

	5. RETENTION AND DISPOSAL

	5.1 Provide a detailed retention and disposal plan for the information provided by the Department of Health or collected as a result of Department of Health’s actions. 

This must include the period of retention beyond the study and intended date of data destruction for each relevant site. Your plan will be assessed against the Research Governance Procedure (Section 16.4).

	

	Data destruction/ return date:
	

	5.2 Does your security, retention and disposal plan comply with the Research Governance Procedure (Sections 16.4)? 
Double click appropriate box and select ‘checked’ option.

	 YES 


 NO
→
     please provide a justification below
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